
Certificate management
You can check your certificates list from the Certificates section on the dashboard. To see the
details or modify a certificate, click on the selected item in the table.

To import new certificates, click on the Import certificate button. There are two types of
certificates that can be imported:

 

Clients
Supported format: base-64 encoded PKCS#12.

These are certificates that identify a user or a device on the enterprise network.

Each client certificate can be optionally assigned to a specific user: this allows the deployment of
the same WiFi EAP configuration on many devices, using the EAP credentials from users option
in the policy's network configuration section. To assign a user, open the certificate from the table
(click on the item in the table), then click on the icon in the User field.

 

Certificate Authorities (CA)
Supported formats: base-64 encoded X.509

These are certificate that identify a Certificate Authority. It indicates to the device that any
certificates issued by the CA should be trusted.

 

Alternatively, you can assign a certificate to a user from the User page.
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